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2023 Event Schedule

Secure Japan Cyber Defence and Japan Tokyo Autumn Tokyo Winter
2023 Japan 2023 P 2023 2023
September

Azadl il b27-Mar1l | Jun19-Jull | Sep8-Sep16 Oct 16 - 28

SECA401: Security Essentials - Network, Endpoint, and Cloud SEC401 SEC401 SEC401

SEC460: Enterprise and Cloud | Threat and Vulnerability Assessment @] SEC460

SEC488: Cloud Security Essentials SEC488
SEC497: Practical Open-Source Intelligence (OSINT) SEC497 SEC497
SEC504: Hacker Tools, Techniques, and Incident Handling SEC504 SEC504 SEC504 SEC504
SEC510: Public Cloud Security: AWS, Azure, and GCP SEC510
SEC511: Continuous Monitoring and Security Operations SEC511

SEC528: Ransomware for Incident Responders SEC528

SEC541: Cloud Security Monitoring and Threat Detection SEC541
SEC542: Web App Penetration Testing and Ethical Hacking SEC542 SEC542

SEC549: Enterprise Cloud Security Architecture O @] SEC549
SEC550: Cyber Deception - Attack Detection, Disruption and Active Defense @] O SEC550

SEC554: Blockchain and Smart Contract Security O

SEC555: SIEM with Tactical Analytics SEC555

SEC556: 10T Penetration Testing SEC556

SEC560: Network Penetration Testing and Ethical Hacking SEC560 SEC560
SEC565: Red Team Operations and Adversary Emulation O @] SEC565

SEC566: Implementing and Auditing Security Frameworks and Controls SEC566

SEC575: Mobile Device Security and Ethical Hacking SEC575

SEC587: Advanced Open-Source Intelligence (OSINT) Gathering and Analysis SEC587
SEC588: Cloud Penetration Testing SEC588

SEC595: Applied Data Science and Machine Learning for Cybersecurity Professionals (@) O SEC595

SEC599: Defeating Advanced Adversaries - Purple Team Tactics & Kill Chain Defenses SEC599

SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking SEC660

SEC699: Purple Team Tactics - Adversary Emulation for Breach Prevention & Detection SEC699
SEC760: Advanced Exploit Development for Penetration Testers SEC760

FOR500: Windows Forensic Analysis FOR500 FOR500

FOR508: Advanced Incident Response, Threat Hunting, and Digital Forensics FOR508 FOR508 FOR508

FORS509: Enterprise Cloud Forensics and Incident Response FOR509
FOR518: Mac and iOS Forensic Analysis and Incident Response FOR518
FOR532: Enterprise Memory Forensics In-Depth o O FOR532

FOR572: Advanced Network Forensics: Threat Hunting, Analysis, and Incident Response FOR572

FOR578: Cyber Threat Intelligence FOR578 FOR578

FOR585: Smartphone Forensic Analysis In-Depth FOR585

FOR589: Cybercrime Intelligence FOR589
FOR608: Enterprise-Class Incident Response & Threat Hunting FOR608 FOR608 FOR608
FOR610: Reverse-Engineering Malware: Malware Analysis Tools and Techniques FOR610 FOR610 FOR610

FOR710: Reverse-Engineering Malware: Advanced Code Analysis FOR710 FOR710

ICS410: ICS/SCADA Security Essentials 1CS410 1CS410

ICS515: ICS Visibility, Detection, and Response ICS515

ICS612: ICS Cybersecurity In-Depth @] 1CS612

6 14 10 6 12 5 6

Nov 27 - Dec 9
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